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Children and Families




Confidentiality & Information Sharing Policy
Introduction

This policy relates to provisions under the following Acts:
Human Rights Act 1998: Gives everyone the right to “respect for his private and family life, his home and his correspondence”, unless this is overridden by the ‘public interest’, e.g. for reasons of Child Protection, for the protection of public safety, public order, health or morals or for the rights and freedoms of others.

GDPR 2018 and the General Data Protection Regulation 2018: Applies to personal data of living, identifiable individuals, not anonymised data; manual and electronic records. (see our GDPR Policy)
Child Protection Acts 1989 & 2004: Set out the legal frameworks for the protection of children. (see our Child Protection Policy)

Rationale
At Children & Families Ltd (C&F) we believe that:

· The safety, wellbeing and protection of children are the paramount considerations in all decisions made about confidentiality and information sharing. The appropriate sharing of information between staff is an essential element in ensuring our service users wellbeing and safety.
· We fulfil our legal duties under GDPR and the General Data Protection Regulation 2018 (see our GDPR policy) and common law duty of confidentiality.
· It is an essential part of our ethos that trust is established between children, staff, and parents/carers.
· Service users and staff need to know the boundaries of confidentiality and information sharing in order to feel safe and comfortable in discussing personal issues and concerns.
· Our attitude to confidentiality and information sharing is open and easily understood and everyone should be able to trust the boundaries that we operate. 
· Service users need to know that no one can offer absolute confidentiality e.g. if there are child protection concerns that must be reported.
Definition of Confidentiality
Confidential information can be defined as information of some sensitivity not already in the public domain or not readily available from another public source, and which has been shared in a relationship where the person giving it understood that it would not be shared with others without their express consent.
When speaking confidentially to someone the confider has the belief that the confidant will not discuss the content of the conversation with another. The confider is asking for the content of the conversation to be kept secret. Anyone offering absolute confidentiality to someone else would be offering to keep the content of his or her conversation completely secret and discuss it with no one.
In practice it is not usually possible to offer absolute confidentiality. A balance needs to be struck between ensuring the safety, wellbeing and protection of our service users and staff and ensuring that when it is essential to share personal information, good practice is followed.

This means that in most cases what is on offer is limited confidentiality. Disclosure of the content of a conversation could be discussed with professional colleagues but the confider would not be identified except in certain circumstances. 

The general rule is that staff should make clear to service users that there are limits to confidentiality when it comes to safeguarding. These limits relate to ensuring the protection of children and sometimes adults. 

Disclosures to staff and volunteers
Staff and volunteers should not promise confidentiality in relation to safeguarding. The safety, wellbeing and protection of the child is the paramount consideration in all decisions made about confidentiality.

Staff are not obliged to break confidentiality except where child protection is or may be an issue, however we believe it is important staff are able to share information about service users with colleagues in a professional and supportive way, on a need to know basis. Staff should discuss any child protection concerns with their line manager or their DSL (Designated Safeguarding Lead) are listed in the Child Protection Policy). All staff receive basic child protection awareness training and are expected to follow C&F’s Child Protection policy and procedures.

When confidentiality should be broken and procedure for doing this
See the Child Protection Policy and Procedure. Where this does not apply and you are still concerned and unsure of whether the information should be passed on or other action taken you should speak to your line manager.

When a disclosure is being made we must:
· Tell the service user that we cannot guarantee confidentiality if we think that they or someone else may be at risk of harm
· Not interrogate or ask leading questions
· Accurately record what is said using the words of the speaker
The Child Protection Policy and Procedure should be followed at all times. 
Keeping confidence
Where confidential information received is clearly not of a child protection nature, there are no valid legal reasons to break confidentiality and no consent to share the information, confidentiality must be maintained. Inappropriate and unjustified sharing of confidential information will be considered a disciplinary matter. 

Good practice in information sharing 
We follow the guidance contained within Kelsi portal provided by KCC: https://www.kelsi.org.uk/school-management/data-and-reporting/access-to-information/information-sharing
Kent & Medway Information Sharing Agreement (KMISA)
Children & Families Ltd is a signatory to KMISA and its terms are incorporated into this policy: https://kentconnects.gov.uk/kent-and-medway-information-partnership/signatories-to-the-kmisa/. The Designated Lead for information governance under this agreement is the Company Secretary. 
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